TSP REquirements Checklist

Personal Software Process for Engineers

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Name | |  | Date |  |
| Product | |  | Product # |  |
| Instructor/Coach | |  | Checklist # |  |
|  |  | | | |
| Purpose | To guide a TSP requirements inspection | | | |
| General | There are so many possible types of requirements errors that a generic checklist would be too large to be useful.  For specific application environments and system types, however, defect categories should be included when project data warrant.  To maximize the usefulness of the REQI checklist, update it whenever defect data are available from system and acceptance testing or user feedback. | | | |
| Using the Checklist | In conducting the inspection, follow the TSP INS script.  In each inspection, check off the right-hand checklist column for each defect found with that entry.  When updating the checklist, examine the checkmark data.  If an entry has not been checked for several inspections, consider deleting it.  Make an entry to identify each requirements defect or defect category found in development, test, or use.  Limit the checklist to about 12 to 15 items.  When more items are needed, requirements problems are likely: review and update the requirements scripts and methods. | | | |
| Notes | A requirements entry is a specific requirements statement that is verifiable. It can be of any length, from a sentence to several pages.  Judgment is required in assessing many requirements aspects. The key is for the requirements authors, designers, implementers, and testers to have a common understand of the meaning of all requirements items. | | | |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Item | Description | √ | √ | √ | √ |
| Available Materials | Copies of up-to-date versions of all relevant requirements and reference materials have been supplied to each inspection participant. |  |  |  |  |
| Clarity | Each requirements entry is error free, clear, and precise and can only be interpreted in one way. |  |  |  |  |
| Consistency | No requirements item conflicts with any other item in the requirements. |  |  |  |  |
| Pertinence | Every item is pertinent to the problem, and there are no extraneous entries. |  |  |  |  |
| Verifiability | During product development and testing, it will be possible to determine if each requirements entry has been satisfied. |  |  |  |  |
| Traceability | Each item in the requirements can be traced to its original source, either in a problem statement, a proposal request, or a defined customer need. |  |  |  |  |
| Implementability | Each requirements item can be implemented with the available tools, techniques, and resources. |  |  |  |  |
| Implementation Flexibility | The requirements documents state the requirements that must be satisfied without specifying a specific implementation solution. |  |  |  |  |
| Independence | The requirements are specified in such a way that each item is independent of the others. Thus some requirements can be implemented independently of whether or not others are included. |  |  |  |  |
| Changes | Changes in the final implemented product can be controlled and traced to their sources in the requirements documents. |  |  |  |  |
| Understanding | All requirements defects and proposed changes have been reviewed with the requirements authors either during the inspection or at its conclusion to ensure that the changes are correct and properly understood by everyone involved in system design, implementation, and testing. |  |  |  |  |
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